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[bookmark: _Toc239480049]Set up the Database
The database NCI_CMS has been set up on the dev server using a .bak file from
L:\OCE\CTB\PROJECTS\Citation_Management_System\Final Code from 08.27.09\NCI_CMS082609.bak
where L is \\nci6116g.nci.nih.gov\Group.  The following script was used (note: verify with Min this is the latest script):
CREATE LOGIN [nci_cms_prod] WITH PASSWORD=N'THE-NEW-PASSWORD', DEFAULT_DATABASE=[master], CHECK_EXPIRATION=OFF, CHECK_POLICY=OFF
GO
RESTORE DATABASE [NCI_CMS] 
	FROM  DISK = N'F:\NCI_CMS082609.bak' WITh
	MOVE N'NCI_CMS_Data' TO N'F:\cancergov05DEV\NCI_CMS.mdf', 
	MOVE N'NCI_CMS_Log' TO N'F:\cancergov05DEV\NCI_CMS_log.ldf', 
	NOUNLOAD,  STATS = 10
GO
use nci_CMS
exec sp_change_users_login 'update_one', 'nci_cms_prod', 'nci_cms_prod'
To import the database, copy the .bak file to our production database server, modify the password and file paths above as needed, and run the script.  
Note: This will be a temporary import to allow users to test the system in our production environment prior to a final cutover from the old system.  Once testing is complete, we will re-do the production database import for the final cutover with an up to date database backup file.
[bookmark: _Toc239480050]Set up the Web Application
[bookmark: _Toc239480051]Enable Classic ASP
This is a "Classic" ASP application, not the more current ASP.NET technology.  To get ASP running under Windows Server 2008 with IIS 7 requires a little configuration.  The process below assumes the server is already configured with the "Web Server (IIS)" role.  If this is not the case, it should be as simple as making sure the "ASP" checkbox is checked while setting up IIS.
1. Go to "Start > Administrative Tools > Server Manager."
2. Expand the "Roles" node in the tree on the left hand side and click the "Web Server (IIS)" node.
3. In the "Summary > Role Services" section, click on the "Add Role Services" link on the right side.
4. Check the "Web Server > Application Development > ASP" checkbox, click the "Install" button, and follow any subsequent prompts.
[bookmark: _Toc239480052]Create an App Pool Suitable for Classic ASP Apps
In IIS, add an App Pool with ".NET Framework Version" set to "No Managed Code" and "Managed Pipeline Mode" set to "Classic."
[image: ]
Note: the above screenshot was taken after the app pool was set up - when following this procedure the "Name" field should be editable.
[bookmark: _Toc239480053]Create the Website
Copy the website files to a folder on the web server.  The current "production ready" code is at
\\nci6116g.nci.nih.gov\group\OCE\CTB\PROJECTS\Citation_Management_System\Production Code\Web Application
We're working on getting the code into a version control system but the above can be used for now.
Create a new website using default settings and configure it to use the App Pool above and point it at the web server folder containing the ASP code files.
Set the highest priority "default document" to "default.asp."
In the following line from \[root ASP source folder]\Includes\ ConnectionString.asp, change the connection string to production values:
Session("Connection") = "Driver={SQL Server}; Server=255.255.255.255,12345; Database=NCI_CMS; Uid=nci_cms_prod; Pwd=THE-NEW-PASSWORD;"
In the above, 255.255.255.255,12345 is the server address.  It can be an alias that has been configured on the server running the website or a specific IP and port (the comma and port number after the IP are optional depending on how SQL Server is configured).  The password should be changed to whatever we choose and use in the DB import script.
[bookmark: _Toc239480054]Set up the Import Application
This is a VB 6 application and will be installed on and run on the end user's machines.  This will be done by Brent/Alan.  The only additional set up that may be required by John's team is to ensure that it is possible to connect directly to the database from the user's machines.
Installing the software
The following steps were used by Alan and William to successfully install the software on three users’ laptops:
Install the Windows version of the NIH Cisco VPN software on the user's machine.
 As of this writing, the latest version of the VPN software can be found at:      http://cit.nih.gov/NR/exeres/FB17F009-258B-4B37-A082-0AFB9ADBB7AA,frameless.htm
 If that link changes in the future, try searching Google for:
NIH vpn client download
Pick the version corresponding to the Windows OS version running on the user's system - currently we require XP.  
 A valid NIH network userid and password are required to download the software.
 It may be necessary for a person with administrator privileges on the machine to install the software.  A reboot is required after the install.
Create a directory for the application.
It can be anywhere desired, but some locations, like "c:\Program Files" may require administrative rights that aren't needed elsewhere.
 We used c:\CiteMS
Copy all files into the directory.
We copied:
 Cips_CMS.exe
and the entire contents of: 
"Final Code from 08.27.09/DLL_OCX"
[That may include unneeded files, but we did not go through the effort to see if any could be deleted without breaking something.  We weren't sure we knew enough to test enough to find everything that could break.]
It turned out that some DLL’s needed to be put in the Windows System directory and registered with regsvr32 and some could run from the application directory without registration.  The behavior is probably different on different users’ machines, depending on what they already have installed.
Create startup links for the user.
We put one link on the desktop and one in the "Start / All Programs" start button menu.
[bookmark: _Toc239480055]To Discuss
[bookmark: _Toc239480056]Connection String
We planned to change the password the application uses to log in to the database.  This change will need to be hard coded into the import application.  
Will the password be different on production than it is on the dev database?  If so we'll need to compile two versions of the import application.
The database needs to be open to the two users of the import application.  Will we choose a non-standard port for the database connection?
The above all come down to answering the following:  What is the final connection string info (server IP, port, password) for the dev and prod databases?
[bookmark: _Toc239480057]Roles
Who is going to do what?  Since this is on a separate box from Cancer.gov, will we have access to the prod environment or will John's team still handle everything?  Do we need to use the "Release Calendar" for this?
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